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(a) Willfully maintaining a system of
records that doesn’t meet the public
notice requirements.

(b) Disclosing information from a
system of records to someone not enti-
tled to the information.

(c) Obtaining someone else’s records
under false pretenses.

§ 806b.3 Personal notes.

If you keep personal notes on individ-
uals to use as memory aids to supervise
or perform other official functions, and
do not share them with others, and an
Air Force directive does not require
their maintenance, the Privacy Act
does not apply.

§ 806b.4 Responsibilities.

(a) The Administrative Assistant to
the Secretary of the Air Force (SAF/
AA) manages the entire program.

(b) The Office of the General Counsel
to the Secretary of the Air Force (SAF/
GCA) makes final decisions on appeals.

(c) The Director of Information Man-
agement (SAF/AAI), through the Ac-
cess Programs Office of the Policy Di-
vision, (SAF/AAIA):

(1) Administers procedures outlined
in this part.

(2) Submits system notices and re-
quired reports to the Defense Privacy
Office.

(3) Guides major commands
(MAJCOM) and field operating agencies
(FOA).

(d) MAJCOM and FOA commanders,
HQ USAF and Deputy Chiefs of Staff
(DCS), and comparable officials, and
SAF offices implement this part. Each
HQ USAF and SAF office appoints a
Privacy Act monitor. Send the name,
office symbol, and phone number to
SAF/AAIA.

(e) MAJCOM and FOA Information
Managers:

(1) Manage the program.
(2) Appoint a command Privacy Act

officer.
(3) Send the name, office symbol, and

phone number to SAF/AAIA.
(f) Privacy Act Officers:
(1) Guide and train.
(2) Review the program at regular in-

tervals.
(3) Submit reports.

(4) Review all publications and forms
for compliance with this part.

(5) Review system notices.
(6) Investigate complaints.
(7) Staff denial recommendations (at

MAJCOMs and FOAs only).
(g) System Managers:
(1) Decide the need for, and content

of systems.
(2) Manage and safeguard the system.
(3) Train personnel on Privacy Act

requirements.
(4) Protect records from unauthorized

disclosure, alteration, or destruction.
(5) Prepare system notices and re-

ports.
(6) Answer Privacy Act requests.
(7) Keep records of disclosures.
(8) Evaluate the systems annually.
(h) Privacy Act Monitors (PAM):
(1) Are the focal point in their func-

tional area for general Privacy Act
questions and correspondence.

(2) Maintain a list of all systems of
records and system managers in their
area.

(3) Act as liaison with the Privacy
Act Officer.

(4) Maintain statistics for the annual
Privacy Act report.

Subpart B—Obtaining Law En-
forcement Records and Prom-
ises of Confidentiality

§ 806b.5 Obtaining law enforcement
records.

The Commander AFOSI; the Chief,
Air Force Security Police Agency
(AFSPA); MAJCOM, FOA, and base
chiefs of security police; AFOSI de-
tachment commanders; and designees
of those offices may ask another agen-
cy for records for law enforcement
under 5 U.S.C. 552a(b)(7). The request-
ing office must indicate in writing the
specific part of the record desired and
identify the law enforcement activity
asking for the record.

§ 806b.6 Promising confidentiality.

Record promises of confidentiality to
exempt from disclosure any ‘confiden-
tial’ information under subsections
(k)(2), (k)(5), or (k)(7) of the Privacy
Act.
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